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OVERVIEW

This document explains the new features available in the 6.1.3 release of InvestigationsCaseManagement
(ICM).

To see which version you're using, selectHelp > About.
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CASES

This section explains the new features available for managing cases.

Easily Access Your Cases
You can now see the cases you're a case officer for on the Home page.

The cases that have been changedmost recently are listed first.

Cases 2



InvestigationsCaseManagement - Release Notes 6.1.3 – 29/01/2020

Easily See Who Has Access to a Case
You can now easily see a list of who has access to a case, including whether they are individual users, or part of
a team:

1. Open a case.

2. Select theAccess tab.

3. Right-click or select the Options icon > SelectExport Access.

4. Specify where you want to save the spreadsheet > SelectSave.
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Easily See Which Cases Have Property, Assets, or
Equipment
As an auditor, youmight want to see which cases have property recorded against them. Previously you had to
open a case to determine this.

Now you can simply run a search for caseswith property:

1. SelectSearch > Cases > Select the type of case you want to search in.

2. Expand theAdditional criteria section.

3. Select one of these options to specify whether the case has property items:

Both – See all cases regardless of whether they have property items

Yes – See cases that have property items

No – See cases that don't have property items

4. SelectSearch.
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More Information Is Available When You Export
Threads
When you export a thread hierarchy, you'll seemore information about what you've done.

Previously you could only see the structure of the threads.

You can now seemore information about the threads you exported, including:

A file with the description of the threads hierarchy you exported
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A file with a description of the threads
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Separate Access to Cases and
Information/Incident Reports
When you create a case from an Information or Incident Report, you can choose whether you want the security
access copied across.

Youmight want to use this option if you have people in your organisation who can access an information or
incident report but not a case.

To deny a user access to a case:

1. Open a Case entity type.

2. Select theOptions tab.

3. Select theSecurity Access not copied from Incident/Information Report checkbox.

4. Repeat these steps for your other case entity types as required.

Cases 7



InvestigationsCaseManagement - Release Notes 6.1.3 – 29/01/2020

See When a Relationship Between Tangible
Entities Was Discovered
When you establish a relationship between two tangible entities—for example a person and a location—you can
record this in ICM.

When you record the relationship, you can enter the date you discovered the connection.

When you open a case note, you'll see the discovered dates for tangible entity relationships, where these have
been specified.

If you export entity relationship data from a case note, you'll see the discovered dates in the exported file.
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Export Documents and Images from a Case
When you export documents and images from a case, the checkboxes that control whether documents and
images are exported are now preselected for you.

If required, you can deselect these checkboxes.
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PROPERTY

This section explains the new features available for managing property in ICM.

Record the Status of Property Items in a Location
If you conduct audits of the property items in a location, ICM now has a way for you to record whether or not all
property items are in their location:

1. SelectAdmin > Code Tables > Property > Storage Locations.

2. Select the jurisdiction in the field provided.

3. To record an audit of the selected property item, select the Add icon or right-click and selectNew.

4. Specify the date and time of the audit in the fields provided.

5. Expand theResult drop-down > Select either of these options:

All items confirmed present

Item(s) missing

6. Enter any comments about the audit in the field provided.

7. Save your changes.

If a property item ismissing from a location, you can use the attributes of the property item to address that.

Property 10
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Create Your Own Movement Descriptions
You can now manage your own list of external custodians. This is useful when you create a new Property Item
Continuity.

You can create a list underAdmin > Code Tables > Property >Movement Descriptions.

When youmanage a continuity, the options you've set up will be available in theMovement drop-down.

Property 11
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Send an Email When You Create a Continuity
When you create a new continuity for a property item, you can have an email automatically sent to notify
someone that you've done this.

The email will include all the details about the continuity.

If themovement is to a person, ICMwill pre-populate the person's email address for you.

Edit Attributes of a Property Item after a Final
Action
Previously, a final actionmade a Property Item read-only. You can now edit the attributes of a property item after
a final action (if you need to).
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Show Additional Data for Property Reporting
The admin user in your organisationmight have set up additional attributes.

You can hide or show these attributeswhen you run a report on property items:

1. SelectProperty > Reporting > Property Items Audit or Property Items.

2. Select your report parameters.

3. To see the additional attributes, select the Include soft attributes checkbox.

4. To hide the additional attributes and only show the default ICM columns, deselect the Include soft
attributes checkbox.

5. SelectRefresh.
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IMAGES

This section explains the features available for managing images in ICM.

Rotate an Image
You can rotate an image that's showing sideways in ICM. This is useful if a photograph has been taken sideways
and you want to look at it the right way up.

To rotate an image:

1. Open an image in a context, like a case, for example.

2. Select theEntities tab.

3. Double-click the image.

4. Select the Expand section icon.

5. SelectRotate Image.

Images 14
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Revert a Rotated Image
To return a rotated image to its original state:

1. Open the image in a context, like a case, for example.

2. Select theEntities tab.

3. Double-click the image.

4. Select the Expand section icon.

5. SelectClear Rotation.

Images 15
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Give Someone Access to Edit an Image
To edit an image, you need theAllow direct entity edit permission enabled.

To give someone access to edit an image:

1. SelectAdmin > Entity Definition > Types.

2. Expand theEntity type in theSelected field.

3. Double-click the Image entity type.

4. Select theAllow direct entity edit checkbox.

Images 16
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MATCH AND MERGE ENTITIES

Thematch andmerge entities feature provides a way tomerge duplicate entities. Youmight have duplicate
entities when users create new entities without first searching to checkwhether these already exist.

The 6.1.3 release includes some enhancements to the way the youmatch andmerge entities:

There are now fewer false positives if an entity closelymatches another entity of the same type.

We've removed all existing potential entitymatches so you can re-evaluate these.

Previously, the entity type uniqueness rules had to be set up to check for automatic duplication. You can
now select any type of tangible entity – like a person or vehicle, for example.

Match andMerge Entities 17
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Set up Background Services
Before you canmatch andmerge entities, you need to set some parameters for the background services. This is
so ICM can identify potential duplicates:

1. SelectAdmin > System > Background Apps.

2. Select the Overflow tab > SelectDuplicate Entities.

3. Select theParameters subtab.

4. In theStart time field, specify the time of day you want ICM to start checking for duplicates.

5. In theMaximum duration per day field, enter how long ICM should spend checking for duplicates.

6. Select theOn checkbox for the types of entities you thinkmight have duplicates.

7. Initially you need to set the evaluation to be aDeep scan. This is so the selected types of entities will be
evaluated against all other entities of that type.

8. Save your changes.

9. In future, you'll probably only want to evaluate recently added or changed entities.
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When you're at that stage, switch toNormal scan.
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Merge Entities
Once you've merged entities, you can't undo this. Make sure you're certain about a merge before you
proceed:

1. SelectSystem > Tools >Match and Merge (Auto).

2. In theEntity type drop-down, select the type of entity you want to match andmerge.

You'll only see entity typeswith potential duplicates.

Potential matches are grouped together, with amaximumof five groups per page.

3. For each group:

a. Select the checkbox of the entity that's unique.

b. Select themaster checkbox.

c. Select one or more checkboxes as slaves to bemerged into themaster.

You don't have to select amaster and a slave. You don't need tomark some entities as unique.

You don't need to select all entities. These will remain after unique entities have been removed from
the list and slaves have beenmerged with themaster.

4. When you've processed a group, selectConfirm & Next.

This will remove the unique entities andmerge the slave entities into themaster.

Match andMerge Entities 20
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SETTINGS

This section explains the new features available for managing settings in ICM.

See Which Roles You Have for Different Teams
Previously, if you didn't have admin access to ICM, it was hard to see what your roles were for different teams.

You can now access these details easily:

1. Select your username > SelectPreferences.

2. Select theUser Details tab.

The square brackets [ ] for each role you're assigned to show whether you're an individual user or in a
team.

Settings 21
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Add a Message for Users to See When They Log
in to ICM
You can have amessage pop up in ICM for users to see when they log in. Youmight want to do this to warn
users that the information they're accessing is confidential, for example.

To create amessage for users to see when they log in:

1. SelectAdmin > System > Settings.

2. Select theAgency tab.

3. Enter a logonmessage in the field provided.

4. Save your changes.

The next time other people in your organisation log in to ICM, they'll see thismessage. They'll need to
selectOK to proceed.

Settings 22
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GENERAL CHANGES

This section explains some general new features available in the 6.1.3 release.

New Jade ICM Logo
We've updated the logo in ICM.

If you're using your company logo in ICM, you won't see this change.
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See Which Entities Have Exceeded Their
Retention Period
If you use data expunging, you can now see which records have expired:

1. To open theExpired Records Search screen, selectSystem > Data Expunging > Expired Records
Search.

2. Select the date and entity type.

3. SelectSearch.

Show Entries for Roles, Users, Teams, or
Designations, That Aren't Used Any More
To support a cleaner viewing experience, you'll no longer see deactivated and deleted entries by default.

If you do want to see these kinds of entries, select the Options icon > SelectShow Deactivated or Show
Deleted.

GeneralChanges 25
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RESOLVED ISSUES

We've resolved the following issues in the 6.1.3 release:

Hotspots on image entities now work as expected.

You can create information or incident reports without getting an unhandled exception error. This was
happening if you selected theComments tab before you created the report.

Previously, if you tried to drag and drop a document or image onto a screen where you were trying to edit
a document or image, you'd see an error message about the file type not being supported. This was
happening if the file you weremoving had an upper case file extension.We've resolved this.

You can now float any screen without getting an unhandled exception error. This was happening for
screens that weren't set up for floating.

Previously, when you exported a configuration from one system and imported it into another, the order of
attributeswasn't retained.We've resolved this.
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